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Effective September 5, 2023, registrants are required to provide disclosure in 
certain reports regarding cybersecurity incidents that are deemed material. 

The amendments require timely disclosure of material cybersecurity 
incidents and annual disclosures. 

Annual disclosure related to cybersecurity risk, management, strategy, and 
governance are required under a new Item 106 of Regulation S-K.

Overview of the Rule
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ÅRegistrants must begin providing disclosure in Forms 8-K and 6-K, beginning with reports dated December 
18, 2023, or later.

ÅDisclose cybersecurity incidents that are material in a Form 8-K, Item 1.05 within four business days 
of determining that an incident is deemed material.

ÅDescribe the material attributes of its nature, scope, and timing, and

ÅImpact or possible impact.

ÅForeign Private Issuers must provide disclosure in a Form 6-K promptly after the incident is disclosed 
or made public in a foreign jurisdiction, to any stock exchange or security holders.

ÅSmaller reporting companies (SRC) were granted an additional 180 days from the effective date to 
begin compliance with Forms 8-K and 6-Y ŘƛǎŎƭƻǎǳǊŜΦ {w/Ωǎ ǿŜǊŜ ǊŜǉǳƛǊŜŘ ǘƻ ōŜƎƛƴ ŎƻƳǇƭƛŀƴŎŜ ƻƴ 
June 15, 2024.

Overview of the Rule - continued
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ÅAll registrants were required to begin compliance with annual disclosure in Forms 10-K and 20-F 
beginning with reports for fiscal year ending on or after December 15, 2023.

ÅAnnual disclosure required in Forms 10-K and 20-F:
ÅForm 10-K: Item 1C. Cybersecurity
ÅDisclose whether procedures for cybersecurity risk management and strategy were 

implemented and how the processes were integrated into the overall risk management 
processes.
Å5ŜǎŎǊƛōŜ ƳŀƴŀƎŜƳŜƴǘΩǎ ǊƻƭŜ ƛƴ ŀǎǎŜǎǎƛƴƎ ŀƴŘ ƳŀƴŀƎƛƴƎ ƳŀǘŜǊƛŀƭ Ǌƛǎƪǎ ŦǊƻƳ ŎȅōŜǊǎŜŎǳǊƛǘȅ 

threats, and
Å5ŜǎŎǊƛōŜ ƳŀƴŀƎŜƳŜƴǘǎ ŀƴŘ ǘƘŜ ōƻŀǊŘ ƻŦ ŘƛǊŜŎǘƻǊǎΩ ƻǾŜǊǎƛƎƘǘ ƻŦ ŎȅōŜǊǎŜŎǳǊƛǘȅ ǊƛǎƪǎΦ

ÅForm 20-F: Item 16K. Cybersecurity
Å5ŜǎŎǊƛōŜ ǘƘŜ ōƻŀǊŘ ƻŦ ŘƛǊŜŎǘƻǊǎΩ ƻǾŜǊǎƛƎƘǘ ƻŦ ŎȅōŜǊǎŜŎǳǊƛǘȅ ǊƛǎƪǎΦ
Å5ŜǎŎǊƛōŜ ƳŀƴŀƎŜƳŜƴǘΩǎ ǊƻƭŜ ƛƴ ŀǎǎŜǎǎƛƴƎ ŀƴŘ ƳŀƴŀƎƛƴƎ ƳŀǘŜǊƛŀƭ Ǌƛǎƪǎ ŦǊƻƳ ŎȅōŜǊǎŜŎǳǊƛǘȅ 

threats.

Overview of the Rule - continued
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ÅForm 20-F: Item 16K. Cybersecurity

Å5ŜǎŎǊƛōŜ ǘƘŜ ōƻŀǊŘ ƻŦ ŘƛǊŜŎǘƻǊǎΩ ƻǾŜǊǎƛƎƘǘ ƻŦ ŎȅōŜǊǎŜŎǳǊƛǘȅ ǊƛǎƪǎΦ

Å5ŜǎŎǊƛōŜ ƳŀƴŀƎŜƳŜƴǘΩǎ ǊƻƭŜ ƛƴ ŀǎǎŜǎǎƛƴƎ ŀƴŘ ƳŀƴŀƎƛƴƎ ƳŀǘŜǊƛŀƭ Ǌƛǎƪǎ ŦǊƻƳ ŎȅōŜǊǎŜŎǳǊƛǘȅ 
threats.

ÅBeginning one year after the initial compliance date, all registrants must begin tagging required 
disclosures in Inline XBRL.

ÅMandate of block tagging for narrative items and detailed tagging for numeric values for all 
registrants, including smaller reporting companies.

ÅForms 10-K and Forms 20-F, inline XBRL requirements begins annual reports for fiscal years 
ending on or after December 15, 2024; and

ÅForms 8-K, Item 1.05 and Forms 6-K all registrants must begin tagging responsive disclosure in 
Inline XBRL beginning on December 18, 2024.

Overview of the Rule - continued
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Practical XBRL Tagging and Preparation
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CYD Taxonomy: Current Reports (Form 8-K & 6-K)

Annual Reporting: Cybersecurity Risk Management, Strategy, and Governance Disclosure

Element Label Name Element Type

Material Cybersecurity Incident Abstract

Material Cybersecurity Incident Table

Material Cybersecurity Incident Axis

Material Cybersecurity Incident Domain

First Incident Date Custom Member

Second Incident Date Custom Member

Material Cybersecurity Incident Line Items

Material Cybersecurity Incident Nature Text Block

Material Cybersecurity Incident Scope Text Block

Material Cybersecurity Incident Timing Text Block

Material Cybersecurity Incident Material Impact or Reasonably Likely Material Impact Text Block

Material Cybersecurity Incident Information Not Available or Undetermined Text Block

As with all other Form 8-K items, 
the filing deadline for Item 1.05 
is four business days after the 
trigger.
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Sample Form 8-K: Tagging with CYD Taxonomy
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Sample Form 8-K: Tagging with CYD Taxonomy

The periods used for text blocks 
should be the Date of Report 
(Date of earliest event reported) 
on Form 8-K or Form 6-K.  

If an amendment is filed to 
provide more information for a 
previously reported incident, the 
original date of report should be 
used, not the date of the 
amendment. 
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Sample Form 8-K: Tagging with CYD Taxonomy

The cybersecurity disclosure rules don't 
specifically ask for detailed fact values to be 
tagged, but if a company decides to include 
numbers in its report, those numbers must be 
tagged separately along with the main text of 
the disclosure.



13

Sample Form 8-K: Tagging with CYD Taxonomy

If there are multiple incidents, for each 
incident, the Material Cybersecurity 
Incident Axis must be used to separate 
disclosures. 

Each incident disclosure (Nature, Scope, 
etc.) would be disaggregated using a 
customer domain member element (i.e., 
First Incident October 10, 2024 
[Member], Second Incident October 20, 
2024 [Member].
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Sample Form 8-K: Tagging with CYD Taxonomy

The content iXBRL tagged which 
captures the nature of the incident will 
not always be clearly presented, as you 
see in this example. 

The textblock content could be a 
fragment within a sentence or 
fragments of a paragraph.
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Sample Form 8-K: Tagging with CYD Taxonomy

Another common example of where 
detailed fact values could be located, is 
in Incident timing disclosure. 

If this disclosure included the number of 
days until containment of a 
cybersecurity incident, that detailed fact 
value must be iXBRL tagged.
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Sample Form 8-K: Tagging with CYD Taxonomy

Focus disclosure on the material impact 
or reasonably likely material impact of 
the incident rather than the specific or 
technical details of the incident itself.

!ƭǎƻΣ ǘƘŜ ǊǳƭŜ ƛƴŎƭǳŘŜǎ άŦƛƴŀƴŎƛŀƭ 
ŎƻƴŘƛǘƛƻƴ ŀƴŘ ǊŜǎǳƭǘǎ ƻŦ ƻǇŜǊŀǘƛƻƴǎέ ōǳǘ 
this is not exclusive. Consider qualitative 
factors alongside quantitative factors in 
assessing the material impact of an 
incident.
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Sample Form 8-K: Tagging with CYD Taxonomy

The final rules don't require companies 
to file an amendment to update every 
piece of new information on the 
incident. 

Instead, companies should submit a 
Form 8-K/A only if there was 
information required that was not 
determined or was unavailable at the 
time of the initial Form 8-K filing.
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Annual Reporting: Cybersecurity Risk Management, Strategy, and Governance Disclosure

Element Label Name Element Type

Cybersecurity Risk Management, Strategy, and Governance Abstract

Cybersecurity Risk Management, Strategy, and Governance Table

Cybersecurity Risk Management, Strategy, and Governance Line items

Cybersecurity Risk Management Processes for Assessing, Identifying, and Managing Threats Text Block

Cybersecurity Risk Management Processes Integrated Boolean Flag

Cybersecurity Risk Management Processes Integrated Text Block

Cybersecurity Risk Management Third Party Engaged Boolean Flag

Cybersecurity Risk Third Party Oversight and Identification Processes Boolean Flag

Cybersecurity Risk Materially Affected or Reasonably Likely to Materially Affect 
Registrant Boolean Flag

Cybersecurity Risk Materially Affected or Reasonably Likely to Materially Affect 
Registrant Text Block

Cybersecurity Risk Board of Directors Oversight Text Block

Cybersecurity Risk Board Committee or Subcommittee Responsible for Oversight Text Block

Cybersecurity Risk Process for Informing Board Committee or Subcommittee 
Responsible for Oversight Text Block

Cybersecurity Risk Role of Management Text Block

Cybersecurity Risk Management Positions or Committees Responsible Boolean Flag

Cybersecurity Risk Management Positions or Committees Responsible Text Block

Cybersecurity Risk Management Expertise of Management Responsible Text Block

Cybersecurity Risk Process for Informing Management or Committees Responsible Text Block

Cybersecurity Risk Management Positions or Committees Responsible Report to 
Board Boolean Flag

CYD Taxonomy: Annual Reporting (Form 10-K & 20-F)

These disclosure items are 

non-exclusive. Companies 

should additionally disclose 

whatever information is 

necessary, based on their 

facts and circumstances.

For foreign private issuers, a 

substantially similar 

disclosure requirement is 

found in Item 16K to Form 

20-F. 
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Sample Form 10-K: Tagging with CYD Taxonomy

The disclosure requires a narrative, which is 
represented by text block concept 
cyd:CybersecurityRisk-
ManagementProcessesForAssessingIdentifying
AndManagingThreatsTextBlock. 

Within that disclosure, the Boolean flag 
cyd:CybersecurityRiskManagementProcessesI
ntegratedFlag represents whether the 
processes have been integrated. 

LŦ ǘƘŜ ŦƭŀƎ ƛǎ άǘǊǳŜέΣ ǘƘŜƴ ǘƘŜ ǘŜȄǘ ōƭƻŎƪ 
cyd:CybersecurityRiskManagement-
ProcessesIntegratedTextBlock contains the 
ŘŜǎŎǊƛǇǘƛƻƴ ƻŦ άƘƻǿέ ǘƘŜ ǇǊƻŎŜǎǎŜǎ ƘŀǾŜ ōŜŜƴ 
integrated. 
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Sample Form 10-K: Tagging with CYD Taxonomy

The Inline XBRL transformation registry 
formats ixt:booleantrue and 
ixt:booleanfalse can be used to mark a 
ǎŜŎǘƛƻƴ ƻŦ ǘŜȄǘ ŀƴŘ άŦƭŀƎέ ƛǘ ŀǎ ŜƛǘƘŜǊ 
true or false. 
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Sample Form 10-K: Tagging with CYD Taxonomy

Concepts in the risk 
management, strategy, 
and governance 
disclosure are 
generally narrative 
text blocks, paired 
with Boolean flags and 
both corresponding to 
disclosure 
requirements. 



22

Sample Form 10-K: Tagging with CYD Taxonomy

Textblock tagging might be challenging.  
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Sample Form 10-K: Tagging with CYD Taxonomy

A single paragraph can contain 
information that would need more than 
one text block tag applied. 
 
A section of text can contain partial 
information that could be tagged by one 
text block and then explained later in 
another section. 


